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My understanding is that they are seeking it for all affected versions. [ think it just needs to
work it's way through the process administratively. 1 can reach out to the EAC to confirm.

And hefore you ask, we have a meeting with ESS in December to discuss the scape of this
issue as it appears to have affected more systems than they initially disclosed fo us.
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Just in case anyone was worried or curious, the SYSLOAD.BMP file that failed the EVS
6.0.3.0 hash verification process does match with one of the previous FW versions, 1.4.1.2

I can't find anything on the ECO on the EAC website yet. The Pro V&V report lists a whole
slew of affected versions, but the SLI report only. identifies 6.0.3.0 as affected. Do we know
for which versions ES&S is seeking EAC approval of the ECO?

Brian
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