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Executive Summary 
 
The Dominion Voting Systems Election Management System (EMS) and ImageCast 
Precinct (ICP) are susceptible to subversion by a modification of the election project 
files located in a repository at ElectionSource. ElectionSource technicians were 
responsible for provisioning the election project files for the November 3, 2020 
general election in Antrim County along with at least twenty-two (22) other 
counties in Michigan according to the log files on the Antrim County Election 
Management System. The subversion can be accomplished through the modification 
of a single file for each tabulator contained in the ElectionSource repository of 
election project files. This subversion results in the manipulation of the votes 
recorded both in the county’s results files on the compact flash (CF) cards and on 
the paper tapes printed by the ICP tabulators in each precinct. This subversion is 
undetectable using the routine canvassing process because the ICP paper tape 
matches the vote total reports from the EMS that are read from the CF cards. 
 
The ElectionSource technicians responsible for provisioning and updating the 
election project files for Antrim County created the election project files on their 
corporate computing infrastructure (laptops, servers, cloud accounts, etc). The 
updated election project files deployed by the ElectionSource technicians were 
simply installed into Antrim County’s election systems. It is likely that a complete 
repository exists at ElectionSource that contains all the election project files for the 
entire list of Michigan counties supported by ElectionSource. 
 
The subversion of the EMS and ICP is accomplished by modifying a single file 
contained in the ElectionSource repository, and then having that specific file along 
with the rest of the election project files transferred onto the compact flash cards 
either at ElectionSource or the county running the election. Once the compact flash 
cards are provisioned containing the subversion, no additional modifications need to 
be made on the EMS or ICPs to modify the vote totals. 
 
The ability to modify a single file in the ElectionSource repository used by their 
field technicians reveals a major attack vector for fraud to manipulate votes not just 
in Antrim County, but across all counties in Michigan where ElectionSource 
provides contractor support to the election process. To be clear, all of the counties in 
Michigan where ElectionSource provides pre-configured election project files are 
vulnerable to this attack and the resulting subversion of the vote totals at the EMS 
and paper tapes from the ICP tabulator would match precisely despite the vote 
totals being manipulated in a fraudulent fashion.  
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Details 
 
The Dominion Election Management System (EMS) and the ImageCast Precinct 
(ICP) are susceptible to subversion through the modification of a single file per 
tabulator. This single file is part of a package of files that are deployed on the 
compact flash cards that are used in each ICP tabulator in each individual precinct.  
 
The name of the file is “ VIF_CHOICE_INSTANCE.DVD” and it is contained in the 
directory for the specific precinct ICP it is meant to be deployed to. See an example 
in Figure 1 of the directory structure for the files stored on the compact flash cards. 
Note: the compact flash card contents are encrypted by default, however, Dominion 
or ElectionSource would have the tools and keys to decrypt, modify, and re-encrypt 
these election project files. 
 

 
Figure 1 - Election Project File Directory Structure for Compact Flash Cards 

 

 
Figure 2 - Election Project DVD Files (Encrypted) 
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process, as the paper tapes and vote totals reported on the EMS will precisely 
match despite the fact they have been fraudulently manipulated. 
 
Simulated Election Validating Central Subversion 
 
In order to validate the central subversion, a simulated election was run with the 
ballots listed in Appendix A. The breakdown of the Presidential contest votes on the 
ballots are: 
 
2 for Biden 
4 for Trump 
1 for Jorgenson 
 
Note that the same ballots were run twice in the same sequence, thus a total of 14 
ballots were run in all. 
 
Using the subversion in Figure 4 the following election results were generated.  
 

 
Figure 5 - The Tabulator Paper Tape Showing Modified Totals 
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Figure 6 - EMS Vote Total Modified 

 
It is crucial to realize that no access to the EMS is required for an attacker to 
modify the election outcomes in any precinct for any tabulator. There is no need to 
modify the EMS database locally in any manner for this subversion to effectively 
modify both the paper tape and EMS results. This subversion does defeat the 
canvassing process that relies on discrepancies in the paper tape and EMS 
electronic totals to be found by human inspection. Only the original ballots would 
show the true votes during a one-hundred percent paper ballot audit process. 
 
In addition, the access needed for an attacker to utilize this subversion would be 
confined to Election Source and their central repository of election files used for 
provisioning elections across the State of Michigan. The subversion could be used by 
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a malicious insider or a remote cyber attacker to modify election results across the 
State of Michigan with impunity. 
 
Other Subversion Outcomes 
 
There are other variants of this same subversion that include the modification of 
the “VIF_BALLLOT_INSTANCE.DVD” file, the table below describes the possible 
outcomes when modifying the VIF_CHOICE_INSTANCE.DVD file and/or the 
VIF_BALLOT_INSTANCE.DVD file. 
 

 
Figure 7 - Variants of Subversions 

 
The combination of modifications to VIF_CHOICE_INSTANCE and 
VIF_BALLOT_INSTANCE allow for an attacker to choose a variation where either 
paper tape or the results file are modified alone, see Figure 7. While this report 
focuses on modifying both the paper tape and results file to match the manipulated 
vote totals, it is conceivable that an attacker may wish to employ a variant to 
provide plausible deniability that the subversion was a “technical glitch” versus a 
fraudulent activity. 
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Appendix A 
Ballots used for this test. 
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